
2017: Cuando el ciberespacio refleja el mundo real



XI JORNADAS STIC CCN-CERT

www.ccn-cert.cni.es 2

ÅAntonio Cañada

ÅFireEye
Foto

ponente



www.ccn-cert.cni.es

XI JORNADAS STIC CCN-CERT

www.ccn-cert.cni.es

Índice

3

1. Main trends in the CyberSpace

2. When Cyber-Criminal used Cyber Extortion & DestructionïFIN10

3. Geopolitical impacts in the Cyber Space : APT32 and APT33

4. When Nation States espionage impacts countries GDP: APT10

5. Take aways and conclusion



www.ccn-cert.cni.es

XI JORNADAS STIC CCN-CERT

Å Motivations behind the attacks

THREAT LANDSCAPE CONTINUES TO EVOLVE

Influence FinancialCyber Espionage

ÅFireEye observes a change in 

motivations for certain specific Nation 

State sponsored group with the aim to 

influence geopolitical decision. 

ÅThe main objectives seen during the US 

election and during the European 

election in France, UK or Germany, are 

to push left right parties and to reduce 

the confidence in institutions. 

ÅFireEye observes several nation states 

sponsored groups from different 

countries including Iran, North Korea 

and China who are continuing operation 

and campaign to gain economical 

advantages.

ÅAll verticals of business are targeted and 

the campaign are directly linked to the 

local government strategy of growth.

ÅFireEye observes nation states and non 

nation states groups using APT technics 

and procedures to win money. 

ÅFireEye observes an approach of 

stealing high volume in a one off 

operation versus multiple small quantity. 

ÅFireEye observes also an appetence to 

target crypto-money and stock 

exchanges instead of standard financial 

institutions. 
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Ransomware

Å FireEye observes ransomware 

infections continuing to grow, with 

iSIGHT seeing the introduction of over 

60 new ransomware families in each 

quarter of 2017

Å The barriers to entry are lowering with 

enhanced distribution frameworks and  

Ransomware-as-a-Service

Å The attacks continue to be distributed 

broadly across sectors

Authorized tools and supply chain 

Å FireEye observes a trend in targeted 

attacks using supply chain as a 

propagation vector inside the 

enterprise. 

Å APT32 used in some cases a McAfee 

ePO architecture to spread over the 

network.

Å Attackers are becoming adept at 

Privileged Escalation which allows 

them to move natively across the 

environments

Å Attackers are using authorized 

Microsoft tools and command to move 

laterally and exfiltrate data

Spear Phishing

Å Spear phishing is still the most 

common utilized foothold technics.

Å Attackers are using targets interest to 

push them to open a link or an 

attachment. 

Å APT33 used Job profiles and Resume 

on the petrochemical industry as an 

example. 

THREAT LANDSCAPE CONTINUES TO EVOLVE

Å Main Vectors used by attackers
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WhenCyber-Criminal usedCyberExtortion& DestructionςFIN10
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FIN 10 OVERVIEW

Key findings:

Å SpearPhishingwith 
malicious attachment 

Å Social engineering and 
specialized lures to attract 

victims
Å Embedded URLs pointed 

ǾƛŎǘƛƳǎΩ ƳŀŎƘƛƴŜǎ ǘƻ 
malicious

Å Publicly available software, 
scripts, and techniques. 

(Meterpreter, Splinter Rat, 
PowerShell Empire)

Å Stolen credential on VPN
Å Schedule Tasks for 

persistence

Main targets are casinos and mining 

companies located in Canada

Targeted PII, Corporate business Data

FIN10 is a financially motivated group 
that deliberately targets organizations.

Involved in financial crime operations 
since at least 2013.

/ƻƳǇǊƻƳƛǎŜǎ ǾƛŎǘƛƳǎΩ ƴŜǘǿƻǊƪǎ 
to exfiltratesensitive data. 

Uses extortion tactics to 
monetize operations. 



www.ccn-cert.cni.es

XI JORNADAS STIC CCN-CERT

8

Å Meterpreter 

function of 

metasploit

Å Powershell

empire

Å Splinter RAT

Establish 
Foothold

Å Extortion via 

False Flag

Å Data exposure

Å Destructive 

batch Scripts

Complete 
Mission

Å Spear Phishing

Initial 
Compromise

Lateral

Movement

Maintain

Presence

Initial 
Recon

Escalate 
Privileges

Å Powershell empire

Å Splinter RAT

Å Network traffic capture 

using OLAP TCP dump 

driver 

Internal 
Recon

Linkedin and social 

network researches

Å Meterpreter 

function of 

metasploit

Å Powershell

empire

Å Splinter RAT

Å Compromised VPN 

credentials

Å RDP

FIN 10 OVERVIEW ATTACK LIFECYCLE - TTPs
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Geopoliticalimpactsin the CyberSpace: APT32 and APT33
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APT32 targeting of private sector interests in 
Southeast Asia presents increased risks to 

consider
APT32 is a threat to activists, journalists, and 

foreign governments

Key findings:

Å Tracking their own activities 
with dedicated websites

Å Usage of advanced multi 
stages Lures

Å High level of obfuscation 
and high usage of new 

technics (they monitored 
twitter/websites or 

researches)
Å Use of third party like ePo

deployment task to deploy 
backdoors and tools

Å APT32 uses a custom suite 
of backdoors spanning 

multiple protocols

Å APT32 is a cyber espionage 
group aligned with Vietnamese 
government interests

Å 12 victims identified through 
our worldwide detection 
sensor network
Å 10+ external victims

Å Ultimately 4 groups 
consolidated into APT32

APT32 OVERVIEW


