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1 Call for Papers (CFP)  

In order to elaborate the most comprehensive possible program, the CCN-CERT, 

from the National Cryptologic Centre (CCN) has opened the deadline for reception of 

contribution proposals (Call For Papers) to the XI Workshop STIC, that this year, it is known 

under the name of Cyber threats, the challenge of sharing. 

The workshop will take place in Madrid (Kinépolis-Ciudad de la Imagen), from 13th 

to 14th December. It is expected to maintain the same quality as in its previous editions 

both in the theme of the papers and in the knowledge of their speakers (this year the 

participation is open to foreign speakers). 

The CERT Governmental National, with competences in cyber-attacks 

management about classified systems, public sector, private sector and country 

strategic organisms. It wishes to contribute to the improvement of Spanish cyber-security, 

through the exposure of knowledge, experiences and professional researchers, national 

and international, who so desire. 

Proposals should be aligned with one of the following themes: 

 

•             New threats and attacks 

•             Cyber-espionage, Advanced Persistent Threats (APT) and targeted 

attacks 

•             National Security Framework (ENS) 

•             Business initiatives / organizations to improve the  vigilance  capacity             

(corporate systems and industrial control systems) 

•             APT Advanced Persistent Threat 

•             Attack and defence tools in cyber-security 

•             Machine learning / deep learning applied to cyber-security 

•             Technological innovation in cyber-security 

•             Information Exchange (sharing models) 

•             General Data Protection Regulation (RGPD) 

•             Crisis Management 

 

2 Proposal Content  

If you wish to elaborate a presentation proposal, you should send it by email to 

eventos@ccn-cert.cni.es, with the following information:  

 Complete name of the author(s)  

 Contact Information: complete name, email, telephone... 

 Organization name 

 Tittle and a brief summary of the proposal.  
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 Estimated time of presentation (preferably not longer than 30 minutes) 

 The aim: description of the presentation goals, problems detected 

countermeasures, etc. 

 Author Presentation: curriculum vitae, photograph, organization, professional 

experience, publications list, etc… 

3 Evaluation criteria  
 

A team of experts of the CCN-CERT will value all the papers received, including the 

possibility of requesting a practical demonstration of it. 

Proposals whose main purpose is advertising solutions for commercial purposes will 

not be accepted. 

The measurement bases of the CCN-CERT will be regulated by the following 

aspects: 

• Adaptation to the theme of the Workshop 

• Innovation of the proposal 

• Reputation of the speaker as orator 

• Practical demo in those papers that are more technical. 

4 Delivery Period  
 

 The deadline for the presentation proposal  is the 2nd October 2017 

 The notification of acceptance will be the 3rd November 2017 

 Presentation material: 17th November 

 

5 Attendees profile 

Attendees of the Workshop STIC CCN-CERT belong to Public Sector, enterprises of 

strategic interest for the country, University and mass media. Among them are both 

management position and responsible for cyber-security services, such as university 

teachers and technicians. 

 

 

FURTHER INFORMATION: 

CCN-CERT 

eventos@ccn-cert.cni.es 

+34 670 29 20 05 

Follow us 

www.ccn-cert.cni.es/ 
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